
CloudsHSM Service Order Form 

 Yes 
 Yes 

 Yes 

The contracting parties raise the General Terms & Conditions (GTC) as well as the Clouds HSM Service Agreements to the integrated component of this 
contract. By signing this contract, the buyer confirms that he is aware of the contents of the General Terms and Conditions as well as the Clouds HSM Service 
Agreements 

The contracting parties raise the General Terms & Conditions (GTC) as well as the Securosys CloudsHSM Terms & Conditions to the integrated component 
of this contract. By signing this contract, the buyer confirms that he is aware of the contents of the General Terms and Conditions as well as the Securosys 

CloudsHSM Terms & Conditions and that he has read and understood the aforementioned documents. In addition, the buyer confirms that he has the 
requisite and appropriate legal authority to bind the Licensee.

aS) 

enabled (keys can be deleted by SO) 
disabled (keys can be deleted by API)

)
Extension 

s)

Additional Information:

Organization:
City, Date / Name

Delivery Address for Decanus Terminal: (valid only in combination with selected Partition Administration (PA) option above)

Signature

Session Objects:
enabled disabled

not allowed

Key Invalidation:

Optional Partition Features
• Smart Key Attribute License (SKA)
• Crypto Currency Cloud License Extension

(BTC, ETH, XRP, IOTA & derivates)
• Partition Administration (PA)

 No 

 No 

 No 

JCE/JCA (required for TSBaaS) 

PKCS#11 / openSSL 

MSCNG

RESTful API

Select required  API(s):

allowed

Support User Role: 
(Privileged User will receive credentials. 
Registration of Mobile Number mandatory.Registered Support User(s):

__________________________________________________________________________________________________________________________________

Purchase Contact:

___________________________________________________________________________________________________________________________________

Security Policy Settings: 
IP ACL: (Optional: comma separated list of whitelisted source IP-addresses. Only for HSMaaS and dedicated TSBaaS/RESTfulAPI)

Choose Partition Security Policy Settings: (mandatory, except for BYOK, CodeFi, etc.)
Security Policy modifications can be requested by support ticket at any time or made as PA SO by yourself. Support service charges are applicable.
Key import:

allowed not allowed
Key export:

__________________________________________________________________________________________________________________________________

Service Package: (All license options have cost impact and must reflect the commercial order, please fill out one form per partition) 

HSMaaS (JCE, PKCS11, CNG)  TSBaaS (RESTful API)

Service start dateReferring Offer No. Selection 
__________________________________________________________________________________________________________________________________

Partition Read-Only:

Object Destruction:
enabled disabled

Object Usage:
disabled

enabled disabled

enabled 

sebastian.fernandez
Cross-Out
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